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iTesla Project

Innovative Tools for Electrical System Security within Large Areas

Detailed architecture of the security assessment process

Brussels, Tuesday 14 January, 2014
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7> Targeted solution:
tTesla

Innovalive Tools tor Electncal Sysiem
Soourity within Large Arcas

Account for: Renewabl
*Time horizon e&
*Correlations .. Load

Uincertainties

Sliding time window
from quasi-real time to Action
24-48 hours ahead fontb i

New “online” security assessment

Farther time horizons, increasing uncertainties
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" Targeted solution:
___ iTesla

Innovative Tooks for Electrical System
Soourity within Large Arcas

Corrective actions first
Expected costs assumed
smaller than with preventive
actions

Preventive actions Renewabl

Minimal amount to e &
complement corrective 4_ Dynamics

Load

Lincertainties

actions

Action
recommendation

New “online” security assessment
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% Targeted solution:
____ iTesla

Soourity within Large Arcas

Renewabl

Dynamics

Security rul

filtering

Computed o Action
«extensive a recommenc. n
*TSO rules

“Per contin

New “online” sg@lirity assessment
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) Rationale

_ 1Tesla

Seourity within Large

Ultimate aim: assess security of next states
*Are available corrective resources sufficient?

*Are any preventive actions needed?
By when do they have to be started?

*What is the last «useful» time to trigger the actions?
— Last Time To Decide
© 2
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— 1lesla
of contingencies’===

° CIUSter 1 CLUSTER 1 CLUSTER2 £3 & 4

— no action
 Cluster 2

— corrective

d CtiO ns Offline criteria Offline criteria

* Cluster 3 CLUSTER2 & 3 CLUSTER 4

— corrective +
preventive actions

 Cluster 4

— «Strategic» actions needed

Offline criteria
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Proposed final architecture

iTesl

Tools for Eloctrical Sysiam
e = Arcas

Large x

Online Offline

External data Data acquisition Computation of Sampling of
(forecasts and . stochastic
and storage security rules g
snapshots) variables
[ 4 ¢ Y
Merging module Elaboration
of starting
- J network
L states
\ J
- :
Contingency screening - % \
- ™
r (several stages) Impact
! . Analysis
| ¢ (time domain
| — _ simulations)
I . . \. y
. Time domain
! h simulations
Offlie validation L
of dyr:amlc models % Data mining
! “ 1 ( Synthesis of ) on the results
"4 ~ recommendations of simulation
Improvements of K for the operator
defence and ~ ~ }
restoration plans ) ) e
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iTesla

Synle

Final architecture - Detail

Online

Offline

/

Sliding window analysis

External data
(forecasts and
snapshots)

~

Data acquisition
and storage

fMMMMMMM

Offlie validation
of dydamic models
|

!
A"

Improvements of
defence and
restoration plans

l

D-2 ... Snapshot

Merging module

Security rules
retrieval

!

Contingency screening

(several stages)

!

Time domain
simulations

Forecast error
model

L

Synthesis of
recommendations
for the operator
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_ \ Forecast error
Security rule characterisation
?eneratlon Similar to next
Next presentation! presentation!
Sampling of Error
stochastic distribution
variables estimation
r ¢ Y a L
Elaboration Principal
of starting Component
network Analysis (PCA)
states
\ % 1\
7 N\l ¢ A
Impact Pair-Copula
_Analysis Decompositio
(time domain n (PCD)
simulations)
\ JI\\ J
Data mining
on the results
of simulation
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Innovative Tooks for Eloctrical Sysiem
Seouriy within Large Ancas

Online work flow

Merging of
SN/lDCF/DACF/DZC

Worst State
Approach

] [ Fuzzy Power Flow ]

|

Approach

AC Power Flow ]

Correctlve Control
Optlmlsatlon

J

Time- Domam
Simulation

J

l

Synthesis of
recommendations
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O Filtering (1): « Worst State»

o 1Tesla

. D|fferent acceptable domains for the system states are
generally used in the operation of transmission grids. Limits
related to overloads of power lines depend on the duration of

violation of these limits (thermal problem)

o A

i\

T= few min. 3&
T= fewW |

Controls | ‘> Z/

Do

D1

D>




7 Filtering (1): « Worst State»

_____1iTesla

Innovative Tools for Electrical Sysiem
Seourity within Large Ancas

* Preliminary filtering

e Offline security rules
based on
active power

e DC model
* Corrective actions
* Static optimisation

* Very conservative
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dAt  Security assessment under uncertainty:

¥ Worst State approach pictorial |
llgélg PP plC oria exampies
Unacceptabl Acceptable
e worst case worst case

Uncertainties range

N\

| Uncertainties range

Acceptable domain

System state (injections...)



&5s  Filtering (2): «Monte Carlo-Like»
27
ITesla Approach

 Samples of operating states within the
uncertainty cloud

* Correlations of forecast errors
e Offline security rules based on AC quantities

* Decision Tree (DT) -based
security rules

 Samples deemed
unsecure go to
next stage




-‘{'K’% Filtering (2): «Monte Carlo-Like»

27

___ iTesla Approach

ve Toots for Electrical 5
withery LH:?E Arcas

 Sampling of forecast errors
— Accounting for correlations

— Formally, same process as to create «generic» plausible
states for security rule generation (see next presentation)

I:)sample - I:)forecast + AI:’error Online
-
Random sampling
L of forecast errors

A

-
Power flow of the new states obtained as J

Ofﬂ I ne, com pUted periOd ical Iy A of the forecast state (HELM tool)

Error Principal Pair-Copula l
distribution | ACO'I“p_o'zng) | Decon(gréoDs;ltlo - Security assessment by rich security
estimation AL 2 rules (per state, per contingency)




&% Filtering (3): Corrective Control

State under analysis Optlmlsathn

* Filter out surely “correctable’
samples & contingencies

e.g. instability, very
large violations

Check preventive
actions to support
corrective ones

Do nothing! © Activate preventive actions
, (Unless contingency happens) - within «last time»
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?’«y,a?‘ Time-Domain Simulation

Perform detailed analysis of the set of state&
contingency identified as possibly dangerous

Check preventive and corrective control actions

Exploits algorithms to detect instabilities and
violations from swing curves

Machine Angles (772)

mmmmmm
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oz Fuzzy Power Flow
— 1lesla

* Meant as parallel to the main online workflow:
— Allow independent validation of the filtering
— Show integrability features of iTESLA

* Uncertainties evaluated in a qualitative way
e Static tool, used for contingency analysis

30 50 70 MW
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7' Synthesis of the results
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Innovative Tocks for Electrical Sysiem
Security within Large Ancas

& rie | @12h34 i
- Timeline  Time

Uncertainties

« Steady-state constraints per
contingency

 Transient stability info

e List of recommended preventive
actions and simulated curative
actions

Risk

13h30 19h30 OONh30

G Timeline, Onma i G Timeline, Ownha i &P Timeline, Ouma i K Timeline, Onhaa ! & Timeline, O3 i

Preventhue octicns (3)

A 13030 soie “ Preventive action 3
¥ 16h30 curtive (2) nesded 4 v 1Bh30 Preventive (1) neaded
A 14h30 < . - - v 16h30 curative actions (2] 4
Contingency A cortraint o Contingency C corsart < c . . )
A 15h30 sn . Curative action 1 4 Curative action 3 p urative action ! conains 4
Contingency B conteini b Preventive action 3 L. o Curative action 2 comsucint 4
4 16h30 curative () neades . Curative action 2 . Preventive action 2 1. shios
Curative (1) nesdad v 17h15  Preventive acticn (0] 4
A 17h30 s . A 17h30 s . A 19h30 Preventive (3) nesded P
N Preventive action 3 L. s
A 1BR30 Preventiv pesded 4 A Bh30 proventve necded 4 20h30 = e

Synthesis of recommendations for the operator



